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NAZARETH LODGE LTD 

GDPR Privacy Notice - Residents 

Introduction 

This is Nazareth Lodge’s Privacy Notice for Residents. 

As part of the services we offer, we are required to process personal data about our 
staff, our residents and, in some instances, the friends or relatives of our residents 
and staff. “Processing” can mean collecting, recording, organising, storing, sharing or 
destroying data. 

We are committed to providing transparent information on why we need your 
personal data and what we do with it. This information is set out in this privacy 
notice. It will also explain your rights when it comes to your data.   

What data do we have? 

So that we can provide a safe and professional service, we need to keep certain 
records about you. We may record the following types of data about you: 

• Your basic details and contact information e.g. your name, photograph, 
address, date of birth and next of kin; 

• Your financial details e.g. details of how you pay us for your care or your 
funding arrangement and in addition copies of any Powers of Attorney. 

We also record the following data which is classified as “special category”: 

• Health and social care data about you, which might include both your physical 
and mental health data. 

• We may also record data about your race, ethnic origin, sexual orientation or 
religion.  

Why do we have this data?  

We require this data so that we can provide high-quality care and support. By law, 
we need to have a lawful basis for processing your personal data.  

We process your data because  

• We are required to do so in our performance of a public task; 

• We are required to do so in order to fulfil a contract that we have with you; 

• We have a legal obligation to do so – generally under the Health and Social 
Care Act 2012 or Mental Capacity Act 2005. 

 



2 | P a g e  

Version 1 –May2018 

 

We process your special category data because 

• It is necessary due to social security and social protection law (generally this 
would be in safeguarding instances); 

• It is necessary for us to provide and manage social care services; 

• We are required to provide data to our regulator, the Care Quality 
Commission (CQC), as part of our public interest obligations. 

We may also process your data with your consent. If we need to ask for your 
permission, we will offer you a clear choice and ask that you confirm to us that you 
consent. We will also explain clearly to you what we need the data for and how you 
can withdraw your consent.   

Where do we process your data? 

So that we can provide you with high quality care and support we need specific data. 
This is collected from or shared with: 

1. You or your legal representative(s); 
2. Third parties. 

We do this face to face, via phone, via email, via our website, via post, via 
application forms. 

Third parties are organisations we have a legal reason to share your data with. 
These include: 

• Other parts of the health and care system such as local hospitals, the GP, the 
pharmacy, social workers, clinical commissioning groups, and other health 
and care professionals;  

• The Local Authority; 

• Organisations we have a legal obligation to share information with i.e. for 
safeguarding, the CQC; 

• The police or other law enforcement agencies if we have to by law or court 
order. 

Our Website 

User Data 

Includes data about how you use our website and any online services together with 
any data that you post for publication on our website. 

We process this data to operate our website and ensure relevant content is provided 
to you, to ensure the security of our website, to maintain back-ups of our website 
and/or databases and to enable publication and administration of our website, other 
online services and business. 



3 | P a g e  

Version 1 –May2018 

Our lawful basis for processing including basis of legitimate interest is to enable us to 
properly administer our website and our business. 

Technical Data 

Includes data about your use of our website and online services such as your IP 
address, your login data, details about your browser, length of visit to pages on our 
website, page views and navigation paths, details about the number of times you use 
our website, time zone settings and other technology on the devices you use to 
access our website. The source of this data is from our analytics tracking system. 

We process this data to analyse your use of our website and other online services, to 
administer and protect our business and website, to deliver relevant website content 
to you and to understand the effectiveness of our advertising. 

Our lawful basis for processing including basis of legitimate interest is to enable us to 
properly administer our website and our business and to grow our business. 

Third-Party Links 

This website may include links to third-party websites, plug-ins and applications. 
Clicking on those links or enabling those connections may allow third parties to 
collect or share data about you. We do not control these third-party websites and are 
not responsible for their privacy statements. When you leave our website, we 
encourage you to read the privacy notice of every website you visit. 

Use of Cookies 

When visiting our web pages, we would like to use tracking technologies that record 
information about you automatically. This can include using a cookie that would be 
stored on your browser. 

Without such technology it is possible that certain functionality of this site might be 
affected. This information does not identify you personally. We automatically collect 
and store only the following information about your visit:- 

• The internet domain and IP address from where you access our website; 
• The type of browser software and operating system used to access our 

website; 
• The date and time you access our website; 
• the pages you enter, visit and exit our website from; and 
• If you linked to our website from another website, the address of that 

website. 

We use this information to help us identify click stream patterns, to improve our 
website and to learn about the number of visitors to our website and the types of 
technology our visitors use. We only use this information to ensure that our web 
pages stay compatible with a selection of browsers and systems and thereby ensure 
that the pages appeal to a wide audience. We do not track or record information 
about individuals and their visits. 
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Your rights 

The data that we keep about you is your data and we ensure that we keep it 
confidential and that it is used appropriately. You have the following rights when it 
comes to your data 

1. You have the right to request a copy of all of the data we keep about you. 
Generally, we will not charge for this service; 

2. You have the right to ask us to correct any data we have which you believe to 
be inaccurate. You can also request that we restrict all processing of your 
data while we consider your rectification request; 

3. You have the right to request that we erase any of your personal data which is 
no longer necessary for the purpose we originally collected it for. We retain 
our data in line with our Data Retention Policy (Residents’ records are 
securely destroyed 10 years from the end of care), should you require a copy 
of our policy please contact us.  

4. You may also request that we restrict processing if we no longer require your 
personal data for the purpose we originally collected it for, but you do not wish 
for it to be erased.  

5. You can ask for your data to be erased if we have asked for your consent to 
process your data. You can withdraw consent at any time – please contact us 
to do so.  

6. If we are processing your data as part of our legitimate interests as an 
organisation or in order to complete a task in the public interest, you have the 
right to object to that processing. We will restrict all processing of this data 
while we look into your objection. 

You may need to provide adequate information for our staff to be able to identify you, 
for example, a passport or driver’s licence. This is to make sure that data is not 
shared with the wrong person inappropriately. We will always respond to your 
request as soon as possible and at the latest within one month.  

If you would like to complain about how we have dealt with your request, please 
contact: 
 Information Commissioner’s Office 
 Wycliffe House 
 Water Lane 
 Wilmslow 
 Cheshire 
 SK9 5AF 

https://ico.org.uk/global/contact-us/  

 


